
VIDEOMANAGER

Secure, flexible and scalable - VideoManager’s intuitive 
user interface simplifies the management of your 
body-worn camera deployment.

NEW FEATURES

Self-service automatic 
account creation

Users can now create their own account with a URL and an email address; administrators can dictate with which roles these users are 
associated. Requires “Self-Service” licence.

VB400 Companion App View and categorise footage within the field, then upload it to VideoManager 14.2 for review. Requires “Companion Application” licence.

Easy custom field 
configuration

Powerful custom fields for advanced organisation and categorisation of incidents and assets can now be edited entirely within VideoManager’s 
intuitive user interface (UI).
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ADVANCED MEDIA, DEVICE AND 
USER MANAGEMENT SOFTWARE

CONNECTIVITY

VMS Integration
Compatible with Avigilon Control Center, 
Milestone XProtect and Genetec Security Center.

Site/Centre Capabilities
Can be enabled as a Central VideoManager, to 
which other instances of VideoManager (“sites”) 
can be connected.

Live Streaming to a Cloud 
Service

Motorola Solutions body-worn cameras 
can stream directly to a cloud service of 
VideoManager while downloading footage to an 
on premises instance of VideoManager.

CommandCentral Vault 
integration

Connect VideoManager to CommandCentral 
Vault, for footage storage and correlation with 
other CommandCentral Suite applications.
Requires “CommandCentral Vault” 

subscription.

WORKFLOW CONTROL

Granular Permissions
Users can only access the parts of the 
VideoManager interface which are relevant to 
their workflow.

Granular Sharing

Incidents and videos can be automatically or 
manually shared between users and groups on 
VideoManager.
Incidents can be shared with workers who are 
not on VideoManager, using time-sensitive links 
or exports.

Permissions Overview
Administrators can see the permissions 
associated with a user, and how they got those 
permissions.

Privilege Escalation
Users can temporarily elevate their privileges 
for a limited time, in order to perform certain 
actions on VideoManager.

Deletion Policies
Configure how long footage is kept on 
VideoManager before it is deleted.
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EVIDENCE PREPARATION

Incident Creation
Group footage and other important media in an 
incident for ease of review.

Incident Collections
Put multiple incidents in an incident collection 
for sharing and management purposes.
Requires “Incident Collection” licence.

Video and Media Redaction

Redact footage and images using effects like 
blurring, pixelation, and highlighting. 
Audio, text, and zoom redactions are also 
available.

Imports

Non-video media (PDFs, MP4s, JPGs), and videos
which were not recorded on Motorola Solutions 
VB or VT series body-worn cameras can be 
imported to VideoManager and added to 
incidents.

SCALABILITY

Incident Bulk Edit
Large numbers of incidents can be 
instantaneously deleted and added to 
incident collections.

Device Bulk Edit
Large numbers of devices can be 
instantaneously assigned and upgraded.

User Groups
Put multiple users in a group for sharing 
and management purposes. Groups can be 
supervised by individual users, or other groups.

Reports Creation
Download reports detailing various aspects of 
VideoManager activity e.g. when devices were 
docked and undocked.

Live Statistics
View real-time statistics with information about 
how VideoManager is being used.

SECURITY

Comprehensive Audit Trail 

A comprehensive audit log of every action 
performed in the system is created. Users can 
create and download audit logs to view these 
actions if necessary.

Access Control Keys 
Without a device’s access control key, 
undownloaded footage on a device is 
inaccessible.

File Space Encryption
Footage, report and export filespaces are 
automatically encrypted for extra security.

TECHNICAL SPECIFICATIONS

Compatible Server Platforms

•	 Windows Server 2016 Essentials, 
Standard & Datacenter

•	 Windows Server 2012 R2 Essentials, 
Standard & Datacenter 

•	 Windows Server 2012 Essentials, 
Standard & Datacenter 

•	 Windows 10 Pro & Enterprise
•	 Windows 8.1 Pro & Enterprise

Compatible Client Browsers

•	 Microsoft Internet Explorer 11 (Windows 
7/8.1/10) 

•	 Microsoft Edge 14+ (Windows 10) 
•	 Firefox 47+ (Windows 7/8.1/10)
•	 Chrome 48+ (Windows 7/8.1/10, 

MAC OS X v10.10)


